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International



“The evolution and expansion of Information Security threats increases yearly, and globally 
organisations are under siege.  No one is safe, everyone has become a target, and South Africa is now 
becoming a focus point for theft of Intellectual Property (IP).

South Africa currently ranks as one of the top countries in the world that are exposed and vulnerable to 
IP Theft and Information Security Risks. These risks have now reached an almost uncontrollable state, 
with infiltration not only coming from outside, but also inside the organisation in the form of the “Insider 
Threat”.

“Insider Threats” are deliberate attempts by an insider to access and potentially harm an organisation's 
data, systems or ICT infrastructure. These types of insider threats are often attributed to disgruntled 
employees or ex-employees who believe that the organisation wronged them in some way, and 
therefore feel justi�ed in seeking revenge. 

The protection of IP and company owned Information Assets have never been this 
important. Ignoring, or simply turning a blind eye is no longer an option and in 
doing so, will be detrimental to your organisation.

International investments in South Africa, have now become a focus point for 
these types of attack, and is further motivated by the unfortunate lack in functional 
Law Enforcement and Justice Systems. Conducting a yearly “check list” audit is 
simply not enough. Information Security threats are becoming increasingly 
complex and frequent. The focus should therefore shift to the implementation of 
an assessment methodology of  “continuous assessment, continuous 
improvements”, in order to enhance the rapid changing Information Security 
posture of any organisation. The focus should shift from assessing in accordance to 
best practice, to assessing and remediating actual risk within the organisation.

Advanced Corporate Solutions (ACS) was founded in 1995, with the core focus on the Protection of IP 
and Technical Surveillance Counter Measures (TSCM). ACS has solidified its name as a well-established 
organisation, with a proven track record since 1995. Our success and reputation has solidified us as 
the thought leader in our field of the Protection of IP and TSCM.

The distinguishing factor that separates ACS, and well-established Dynamdre, from their peers is 
using an International Network of Associates.

ACS/Dynamdre have positioned itself to assist International Companies with a vested interest in South 
Africa, to safeguard current and potential investments in the country. This is achieved through the 
deployment and implementation of services such as TSCM, Mobile and Cyber Forensics and 
Information Security Services. These services not only focus on the management of IP and Information 
Assets, but also continuous assessments to identify potential and imminent threats, before they can 
impact the Organisation, Executives and Shareholders. 
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ACS/Dynamdre has become the trusted name and Independent Third-Party 
Overseer for both International and Local organisations, Assessing and Reporting 
on their Actual Risk Posture.”
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